
  

  

CONFIGURING USER AND ACCESS FOR 
ICON API INTEGRATION THROUGH AWS 

DEVELOPER PORTAL 



 

 

USER CONFIGURATION INSTRUCTIONS 
 

1. VERIFICATION EMAIL 

Look out for an email from no-reply@verificationemail.com. It will guide you through 
connecting to the API Portal. 

 
 
2. ACCESS THE API PORTAL 
 
Visit https://developers.coface.com/. 
 
3. CREDENTIALS 
 
Use the credentials provided in the email to log in. 
 
4. PASSWORD CHANGE 
 
Upon your first login, you'll be prompted to change your password. 

https://developers.coface.com/


 

 

5. AWS GATEWAY LOGIN 
 
Once the password is updated, you'll be logged into the AWS gateway for Coface 
APIs. 
 
Your initial landing point is the user dashboard homepage. 

 
 
Explore your user dashboard where you can: 
• Retrieve your API Key. 
• Access the list of APIs available to you. 
• Explore API products generally available on APIs. 
 
Important Note: Currently, within your API Keys, you will find a single section labeled 
"Production." It is important to note that for the iCON API, the same API Key from 
Production can also be utilized in Sandbox, even if not explicitly specified here. 

 
 
Ensure to use the same API Key for both Production and Sandbox environments for 
the iCON API. You're pre-subscribed to essential APIs; no need to subscribe again. 



 

 

USING THE APIs 
 

To start using the APIs, you would need to authenticate and obtain a jwt token. Then, 
with that token, iCON API can be used.  

To see details and documentation for authentication API and iCON API, go to DOCS 
section.  

 

 

 

1. RETRIEVE THE JWT TOKEN 
Refer to the 3rd section titled "Authentication" in the DOCS page for detailed 
instructions on how to retrieve the token. 

 
 
 
 
 



 

 

2. USE THE ICON DATA API 
 

Explore the technical documentation for the iCON API in the 4th section named 
"iCON Data API" in the DOCS page. 

 

 

 


